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Level 1 Features



Sysconfig – Add NON-MAIN Configuration

• Sysconfig selection
• Note: First time you will be asked to check “Accept Configuration risks”



Sysconfig – Select Level 1 Custom Features

• Required feature selections
• Debug Secure Policy = level 1

• Enable Physical Debug Port

• Enable Application Debug Access
with password match

• Create 128bit PW

• Enable TI Failure Analysis

• Enable Factory Reset Mode Policy

• Disable Mass Erase Mode Policy



Sysconfig – Enable NON-MAIN Erase

• By default, target configuration (debugger/programmer tool settings) 
allows only erase of MAIN memory.
• This protects any customization you may have set in NON-MAIN from being 

erased

• In order to write your custom Level 1 NON-MAIN configuration you 
need to allow your debugger/programmer access.

• See next slide



Sysconfig – Enable NON-MAIN Erase

• Right-click on your project name

• Select Properties from the drop-down



Sysconfig – Enable NON-MAIN Erase

• Select Debug



Sysconfig – Enable NON-MAIN Erase

• Select MSPM0 Flash Settings

• Click Erase MAIN and NON-
MAIN necessary sectors only



Sysconfig – Verify SWD Access is protected

• Power cycle the MSPM0

• Attempt to re-program with a different project (one without a PW)

• You should see a target connection error


